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Isikuandmete kaitse seaduse ja teadus- ning arendustegevuse ning innovatsiooni korralduse
seaduse muutmise seaduse eelndu kooskdlastamine

Justiits- ja Digiministeerium esitas Kaitseministeeriumile kooskdlastamiseks isikuandmete kaitse
seaduse (IKS) ja teadus- ning arendustegevuse ning innovatsiooni korralduse seaduse muutmise
seaduse eelndu (edaspidi eelnou). Kaitseministeerium kooskolastab eelndu meie mérkustega
arvestamisel.

1. Palume digusakti ja seletuskirja tasandil selgitada, milline on sétte isikuline kohaldamisala, ehk
kas IKS §-le 6 tuginemine on planeeritud séitestada kodanikudigusena voi on séte késitletav
igaiihedigusena (sh kolmandate riikide kodanike digusena). Néiteks, kas riigiasutustel on digus
andmete véljastamisest keelduda, tuginedes andmesubjektide eraelu kaitsele vOi riigi
julgeolekule (nt Moskva Ulikooli tudengi ldbiviidav uuring). Advokatuuri komisjon on Pere
Sihtkapitali kaasuses' soovitanud tuua seadusesse lisatingimused uuringufirmadele, et tagada
andmete kaitstus poliitiliselt, religioosselt voi filosoofiliselt motiveeritud tihingute eest, kelle
kavatsused voivad olla vihemasti kiisitavad. Kehtiv digus ning eelndu selliseid lisatingimusi ei
sdtesta, seega puudub rakendajal alus andmete viljastamisest keelduda, kui uuringu labiviija
motiivid ei ole selged.

2. Eestis on paljud isikuandmed avalikud lébipaistvuse huvides ning isikuandmete avalikustamise
puhul peavad vastavad sédtted olema ette ndhtud seadusega. Isikuandmete avalikustamine on
suur pohidiguste riive, kuna avalikustatud andmete puhul pdédseb andmetele ligi pohimotteliselt
igaiiks. Seega kaotab andmesubjekt kontrolli oma andmete {ile>. Uhiskonnas on alanud debatt
selle iile, kas Oigusaktide alusel on avalikustatud liialt isikuandmeid, mille avalikult
kittesaadavust on asunud dra kasutama kiiberkurjategijad ning samuti vOib kéttesaadav teave
olla vaenuliku riigi julgeolekuteenistuse tooriistaks kiibermaailmas sihitatud riinnete tegemisel.
Kaitsevigi teeb ettepaneku sonastada site selliselt, et andmesubjekti ndusolekuta isikuandmete,
sh eriliiki isikuandmete tootlemisel on pseudoniiiimimine v3i samavéérset kaitset pakkuva
meetme kasutamine kohustuslik, vélja arvatud juhul, kui see muudab uuringuga planeeritud
saavutatavat eesmérki. Erisuse kasutamisel on uuringu ldbiviijal kohustus ldhtuda IKS § 6
10igetest 6 ja 7. Sitte praegune sOnastus annab uuringu ldbiviijale liialt laia kaalutlusdiguse,
mida toetab ka sitte seletuskiri (,,kui asjaolud voimaldavad, tuleb enne uuringu tegemist
andmed pseudoniiiimida *“). Isikuandmete vastutaval tootlejal tuleb tagada ja veenduda, et
uuringu eesmadrgil isikuandmete {ileandmisel ning enne nende tootlemise alustamist, et
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tootlemisel jdrgitaks koiki isikuandmete kaitse ndudeid, sh véltida olukordi, kus ka
anoniilimsete andmete kirjeldustest on vdimalik isikuid tuvastada (sdltuvalt valimi véiksusest
ning uuringu teemast voivad isikud olla tuvastatavad muude parameetritega). Samuti ei pruugi
iilikooli uurimistod kirjutaja omada piisaval mairal tehnoloogilisi turvameetmeid, et kaitsta
talle teadust60 koostamise raames edastatud isikuandmeid, sh eriliiki isikuandmeid.
Isikuandmete kaitse {ildmairuse (IKUM) art 9 Ig 2 punkti j kohaselt tuleb tagada sobivate ja
konkreetsete meetmetega andmesubjekti pohihuvide ja Oiguste kaitse. Kuna andmekogu
omanik ei saa anda hinnangut uuringu lébiviija poolt kasutatavate andmetodtluse meetmete
turvalisusele, nt iilikooli tilidpilase poolt uuringu ldbiviimiseks kasutatava seadme ja selles
tehtava andmetdotluse turvalisusele, teeme ettepaneku kehtestada just sellistes olukordades
isikuandmete kaitset pakkuvate meetmete kohustuslikkus ning méiirusega kehtestada sarnaselt
IKS § 61 ldikele 4 vastutava ministri médrusega tehniliste turvameetmete loetelu. Andmekogu
omanikul, aga ka Andmekaitse Inspektsioonil (AKI) voi eetikakomiteel puudub voimalus
veenduda teadus- ja ajaloouuringu teostaja tehniliste seadmete andmekaitse tasemes, kui
puuduvad kriteeriumid selle hindamiseks.

3. Eelndus sonastatud IKS § 6 16ike 3 punkt 2 sdtestab iihe kohustusliku meetmena, et ,,uuringu
tegemisel ei voi teha lisatoiminguid, mille tagajarjel saab isiku tuvastada®. Palume tdpsustada,
milliseid toiminguid ning kelle poolt antud sétte puhul on silmas peetud.

4. IKS § 6 10ikega 4 luuakse eelndus alternatiivne lahendus olukorraks, kus eri andmekogude
andmed isikustatud kujul iihendada, aga puudub vdimalus eri andmekogudes andmed nt sarnase
metoodika jirgi pseudoniiimida. Sellisel juhul on vdimalus kasutada Statistikaameti
vahendusel andmete {ihendamist ja pseudoniilimimist. Seletuskirjast ei selgu, millised on
turvalised edastusviisid v0i tehnilised meetmed andmemassiivide edastamiseks
Statistikaametile teenuse osutamiseks. Palume selles osas seletuskirja tdiendada.

5. Eelndukohase IKS § 6 16ike 5 kohaselt ei pea olukorras, kus uuringus toddeldakse andmeid nii,
et on tdidetud 13ikes 3 sétestatud tingimused, eelnevalt taotlema eetikakomitee hinnangut, kiill
aga tuleb enne isikuandmete to6tlemist uuringus teavitada uuringu eesmérkidest, toddeldavatest
andmetest ja IKS § 6 16ike 3 tingimuste tditmisest AKI-t. Samas toob seletuskirja p 2 vilja:
»siinse eelnouga allutatakse koik uuringud eetikakomitee hindamisele*. Samas IKS § 6 1g 9
vilistab AKI ja eetikakomitee kaasamise kohustuse. Palume selguse huvides iile vaadata sétete
ja seletuskirja motete kattuvus. Lisaks palume selgitada, kas eetikakomitee hinnang kétkeb
endas hinnangut ka andmekaitsealastele aspektidele, sh andmetdotluse tehnilisele korraldusele?

6. Kaitsevies ldbi viidud uuringute iile peab arvestust Kaitsevie Akadeemia rakendusuuringute
osakond, avaldades lébi viidud uuringute loetelu oma kodulehel. Kas IKS § 6 muudatusega on
planeeritud Kaitsevie Akadeemia ja teiste kdrgkoolide juures 1dbi viidud uuringud koondada
tdnastest andmebaasidest teabevidravasse, arvestades seejuures teabele kehtestatud
juurdepdispiiranguid? Kas sdte omab tagasiulatuvat moju voi millisest hetkest alates on AKI
lehel ning teabevédravas uuringuid kajastav info planeeritud avaldama asuda? Palume selles osas
seletuskirja tdiendada.

7. Eelndukohane IKS § 6 10ige 6 annab voOimaluse uuringu teostamiseks isikustatud
isikuandmetega juhul, kui tegija pdhjendab, et tegemist on iilekaaluga avaliku huviga.
Kéesoleva sitte moistes vajab detailsemat sisustamist moiste ,,avalik huvi® (kas avalikule
huvile saab tugineda nt isikustatud kujul uuringu lébiviimisel, mille eesmdrk on uurida
suitsiidide pohjuseid Politsei- ja Piirivalveameti/Kaitsevée teenistujatel). Samuti palume
kaaluda, kas punktis 2 toodud ndidete puhul (Moskva Ulikool vdi tundmatu taustaga
uuringufirmad) saab uuringut 1dbiviiv organisatsioon tugineda avaliku huvi séttele.
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8. Paragrahvi 6 10ige 10 sétestab voimaluse jitta IKS § 6 kohaldamata, kui uuringu eesmargid ja
isikuandmete to0tlemise ulatus tuleneb seadusest. Kaitsevde korralduse seadus ja
Kaitsevieteenistuse seadus loovad Kaitseministeeriumi valitsemisalas oiguslikud alused
isikuandmete to6tlemiseks. Kiill aga ei too kehtiv digus eraldi vilja kogutud andmete pdhjal
asutuse enda tarbeks statistika voi andmete pealt analiiiiside koostamist. Eelndukohase IKS § 6
seletuskiri selgitab: statistiline eesmdrk tihendab koiki isikuandmete kogumise ja téotlemise
toiminguid, mis on vajalikud statistikauuringuteks voi statistika koostamiseks. Sama lai on
IKUM 159 pdhjenduspunkti tdlgendus, mis annab teadusuuringu eesmirgil isikuandmete
tootlemisele laia ampluaa. Palume tdpsustada, kas 16ike 10 kohaselt tuleb néiteks Kaitsevie voi
Kaitseressursside Ameti sisestest kogutud isikuandmete pealt tehtavatest, aga ka Kaitsevie
Akadeemias Opingute raames ldbiviidavates uuringutest teavitada AKI-t ja eetikakomiteed, kui
isikuandmete toGtlemine statistilisel eesmargil voi uuringute 1dbiviimiseks ei ole eraldi seaduses
vilja toodud, kuid on vajalikud néditeks juhtimisalaste otsuste tegemiseks, vOi saab sellistel
puhkudel tugineda IKS § 6 16ikele 7.

9. Seletuskiri markeerib: ,,Tuleb silmas pidada, et ka tehisaru arendamine on osa
tehnoloogiaarendusest ning ka tehisaru andmetootlusele kohaldub IKS § 6 juhul, kui tehisaru
arendamisel soovitakse kasutada isikuandmeid®. Teeme ettepaneku vidhemalt seletuskirja
tasandil vélja tuua, millised andmeto6tluspiirangud on sdtestanud tehisintellekti mééruse
kohaselt isikuandmete kasutamise. Vastasel korral voib seletuskirja lugedes jadda rakendajale
arusaam, et tehisaru arendamiseks on isikustatud isikuandmete kasutamine lubatud
tingimusteta, kuid monel juhul on enne tehisaru kasutamisele vottu vajalik 1&bi viia mh
mdjuhinnang. IKUM kohaselt on andmekogu omanik, kes tehisaru arendajale andmeid edastab,
vastutav tootleja, kelle kohustus on tagada andmete to6tlemise turvalisus ka volitatud tootleja
juures. Kaitseministeeriumi hinnangul on vaja kokku leppida tehisaru arendamiseks isikustatud
andmete edastamise pohimdtted ning teabe kaitse meetmed. Lisaks markeerime, et teatud
juhtudel voib vajada andmete edastamine tehisaru arendamiseks padeva asutuse hinnangut riigi
julgeolekule. Oluline on tehisintellektiga andmetddtluses eristada asutusesisest tehisaru
treenimist avalikult kéttesaadavast tehisarust, kuhu isikuandmete sisestamine ei ole lubatud ka
teadustod voi uuringu koostamise abistava lahendusena mistahes uuringu ldbiviimise etapis.

Riigiasutuste konsolideerimine on toonud kaasa olukorra, kus erinevad asutused to6tlevad teavet
teise asutuse jaoks ja teise asutuse, mh teenistujate kohta. Kaitseministeeriumile, Kaitseviele ja
Riigi  Kaitseinvesteeringute  Keskusele osutab  personaliteenust ~ Kaitseministeeriumi
valitsemisalasse kuuluv Kaitseressursside Amet. Samas tootleb asutus teavet, mis on oma
olemuselt teise asutuse teave (nditeks Kaitsevie rahu- ja sdjaaja isikkoosseis on Kaitsevie
inimvara). Sellistes olukordades vOib vastav asutus olla kiill teabe omanik, kuid isikuandmete
tootleja mdistes volitatud todtleja vai teabesaaja rollis. Andmete omanikule (teatud juhtudel jaib
isikuandmete volitatud tootleja roll), peab jaama oigus 1dbi regulatsioonide ja ohuhinnangute
hinnata ning otsustada andmete véljastamise iile. Teeme ettepaneku digusakti tasandil kehtestada
kohustus sellistes olukordades enne uuringu lébivijjale isikustatud kujul (nditeks IKS § 6 1g 6
alusel avalik huvi) andmete viljaandmist kooskdlastada andmete edastus volitatud tootlejaga, kui
selline andmet66tlus voib seada ohtu riigi julgeoleku.

Lugupidamisega
(allkirjastatud digitaalselt)

Hanno Pevkur
minister
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